Learning Map-001

Cybersecurity Overview

Intended Audience:
Anyone currently involved in cybersecurity including

1. Control Engineers

2. IT Specialists working on OT systems (involving ACS and IT)

3. Plant Personnel interested in Cybersecurity

4. CISO and other Head Office Staff interested in Industrial Cybersecurity

Context and Objectives of this Learning Map

This Learning Map addresses Control and Information Systems cybersecurity at an overview level. It
begins by describing what is involved in a Corporate Cybersecurity Program and then examines this
with a set of MLMs for:

e PEOPLE
e MASTER PLANNING, and
e FACILITIES

To facilitate automation and ultimately the use of Al agents, we have chosen to implement PERA
Learning Maps as “Intelligent” XML Diagrams (click on the following to view MLMs).
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